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C3 GatewaySecurity
No compromise. Ever.

FILTERS ALL COMPUTER
TRAFFIC

SECURITY THAT DOES
NOT COMPROMISE

SPYWARE PROTECTION 
INCLUDED

DESIGNED TO 
PROTECT SMBs

COMPLETE 
SCALABILITY

Any computer or device connected to the Internet, that is not properly protected, is 
vulnerable to a variety of malicious intrusions and attacks. Gateway Security is 
essential in ensuring that protection is in place to prevent unauthorised access to 
your private networks, information leaking, viruses, worms and other breaches of 
security. 
 
C3 GatewaySecurity is our solution to securing your network -  allowing for superior security, 
performance and visibility.

Small to medium businesses (SMBs) are key targets for cyber criminals who know that SMBs 
traditionally lack the resources to deploy sophisticated security solutions. C3 GatewaySecu-
rity is specifically engineered to protect small to medium businesses, with a combination of 
enterprise-strength security features, high performance, and award-winning visibility tools. 
We offer businesses this full-featured, take-no-prisoners, screaming-fast security appliance 
that scales with your business & fits with your budget!

C3 GatewaySecurity is a physical appliance that sits between your network & the internet, 
filtering all traffic that comes in and out of your network. It is an all-in-one network security 
platform - that means no compromises. Ever. It offers real-time protection against network 
threats, including spyware, SQL injections, cross-site scripting, and buffer overflows. It also 
scans traffic on all major protocols, using continually updated signatures to detect and block 
all types of threats.

Accessing the Internet is a daily requirement for businesses – it makes sense to have superi-
or protection on something that is so heavily relied upon. Don’t put your business and its 
critical data at risk any longer. It's time to stop 
letting cyber criminals win! 

- APT Blocker: Uses award winning sandboxing technology to detect & block advanced 
malware and zero day attacks.
- Application Control: keeps unproductive, inappropriate, and dangerous applications 
off-limits. 
- Data Loss Prevention: Detects and prevents sensitive data from leaving the network. 
- Intrusion Prevention Service (IPS): protects from malicious exploits, including buffer over 
flows & SQL injections. 
- Dimension Command: You have the ability to block potential and actual network threats
- WebBlocker: controls access to sites that host threatening material. 
- Gateway AntiVirus (GAV): scans traffic on all major protocols to stop threats. 
- Reputation Enabled Defense: ensures faster, safer web browsing, with cloud-based 
reputation look-up. 
- Network Discovery: gives administrators total visibility into every connected device.  

INCLUDED FEATURES:
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